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This Anti-Bribery and Corruption Policy defines the 
responsibilities of employees within Egiss to ensure 
guidance regarding bribery and conflicts of interests. 
The purpose is to give directions to all staff to 
protect Egiss from the consequences of malpractice. 
Egiss takes pride in being a trustworthy partner for 
our customers and vendors. Our value “Personal 
responsibility” implies that all employees are obliged to 
show ethical and morally good behaviour – also when it 
comes to Anti Bribery and Corruption.

General principles

Egiss respects and complies to UN Global Compact 
Article 10: Businesses should work against corruption 
in all its forms, including extortion and bribery.

The definition of corruption and bribery includes but is 
not limited to:

•	 Transfer of personal or financial benefits (e.g., loan, 
fee, remuneration, gifts)

•	 Delivery of products or services

•	 Kickbacks

•	 Payment of travel and accommodation expenses, 
disproportionate entertainment expenses

•	 Charitable/political donations

•	 Facilitation payments

Definitions

Bribery
The promising, offering or giving, directly or indirectly, 
of any undue advantage to a business partner or Public 
Official for the purpose of obtaining or retaining busi-
ness, gaining an undue or improper advantage benefit, or 
influencing an act or decision by the business partner or 
Public Official when acting in his or her position or official 
capacity.

Facilitation payments
Minor payments made to a Public Official for the purpose 
of expediting or facilitating the performance by the Public 
Official of a Routine Governmental Action.

Public official
Any officer or employee or person acting in an official 
capacity for or on behalf of a government, including 
any Government controlled entity thereof. Employees in 
public funded institutions should be treated as public 
officials.

Routine governmental action
An action which is ordinarily or commonly performed 
by a Public Official in the ordinary course of his or her 
official duties. Examples include obtaining permits; licen-
ses or other official documents to qualify a person to do 
business in a specific territory; processing government
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papers (e.g. Visas); providing police protection; mail 
pick-up and delivery; or phone services; and actions of a 
similar nature.

Gifts
Anything of value, including extraordinary discounts, 
loans, cash, favourable terms on any product or 
service, services, prizes, transportation, use of another 
company’s vehicles or vacation facilities, stocks or 
other securities, participation in stock offerings, tickets 

to shows or sporting events and gift certificates These 
are just some of the potentially endless examples

Undue
Something that is not earned or warranted in the ordinary 
course of one’s duties, or that is excessively lavish under 
the circumstances.. 



Applicable rules
Applicable rules

We will uphold all laws relevant to countering bribery 
and corruption in all the countries in which we operate.

We will act according to the provisions provided in the 
U.S. Foreign Corrupt Practices Act and the U.K. Bribery 
Act 2010 even in jurisdictions where these laws do not 
apply.

Bribery or normal business procedure

It is customary and accepted practice in many business 
relationships to offer and receive gifts and entertain 
business partners. However, it is illegal to bribe a busi-
ness partner or Public Official.

•	 A bribe can take many forms: The giving of 
anything of value – whether it is honoraria, a sub-
stantial gift, lavish entertainment, cash, or in-kind 
services – may constitute a bribe if given know-
ingly for the purpose of influencing the recipient’s 
behaviour to gain a business advantage.

•	 The giving of something of value becomes wrong 
and illegal when the gift, money, etc. attempts to 
persuade the business partner or Public official to 
act or refrain from acting in accordance with his 
or her job function – or in a way which provides 
improper benefits to the person or company which 
offers the bribe. 

•	 Valuable gifts offered to promote or create a 
relation to a business partner or public official are 
considered a bribe - even if they are offered in good 
faith.

•	 A bribe is wrong and illegal whether given directly, 
or indirectly. Indirect bribes include payments that 
are made through third parties, working on behalf 
of the Egiss.

•	 Always report to your nearest superior or use 
Egiss´ Whistleblower System if you suspect that 
an employee, agent, or distributor has engaged in 
bribery, whether directly or indirectly.

Gifts and entertainments

Relationships with suppliers and customers must be 
based entirely on sound business decisions and fair 
dealing. Offering and receiving modest gift and inviting 
business partners to restaurants and equally accepting 
such invitations may support the good relationship 
and thereby business, but gifts and entertainment can 
create conflict of interest. 

The test to be applied is whether in all the circumstan-
ces the gift or hospitality is reasonable and justifiable, 
and the intention behind the gift should always be 
considered. In general the limit is up to a maximum of 
100€. Everything above should be approved by Egiss’ 
Compliance Officer.
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•	 An Egiss employee may never offer or provide a 
gift, entertainment or anything of value if it is: 

•	 Illegal

•	 Known to be in violation of the rules of the 
recipient’s organization.

•	 Cash, or cash equivalent.

•	 Unsavoury, sexually oriented, or otherwise 
violates Egiss corporate values.

•	 Provided in return for something the 
recipients have promised, give or do, or as 
part of an agreement to do anything in return 
for the gift or entertainment.

•	 A gift may be acceptable, provided:

•	 It is given in Egiss´ name, not in your name,

•	 it is appropriate in the circumstances,

•	 it is of an appropriate type and value and 
given at an appropriate time, and

•	 it is given openly, not secretly.

•	 Gifts should not be offered to government 
officials or representatives, or politicians or 
political parties, without the prior approval of 
Egiss´ Compliance Officer.

Receiving

	• It is not allowed to accept gifts and entertainment 
of a considerable size or extravagant entertain-
ment from suppliers as this may be or may be seen 
as an attempt to influence the Egiss employees’ 
business decisions. Such gifts should be politely 
returned, and invitations respectfully declined. 

	• Certain types of gifts and entertainment should 
never be received, because they are either wrong 
in fact or in appearance. An Egiss employee may 
never:

	• Accept any gift or entertainment that would 
be illegal or result in any violation of law

	• Accept any gift of cash or cash equivalent 
(such as gift certificates, loans, stock, stock 
options), or

	• Accept or request anything if the Egiss emplo-
yee receives it in return for something the 
employee has promised, gives or does, or as a 
part of an agreement to do anything in return 
for the gift or entertainment. 
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	• It is not acceptable for you (or someone on your 
behalf) to: 

	• accept payment from a third party that you 
know or suspect is offered with the expectati-
on that it will obtain a business advantage for 
them; 

	• accept a gift or hospitality from a third party 
if you know or suspect that it is offered or 
provided with an expectation that a business 
advantage will be provided by us in return; 
threaten or retaliate against another worker 
who has refused to commit a bribery offence 

or who has raised concerns under this policy; 

	• engage in any activity that might lead to a 
breach of this policy.

Books and records

Whenever a gift or entertainment is provided to a 
business partner, this must always be recorded in the 
books. The recorded entry must expressly state the 
nature and purpose of the expenditure, and records 
must be preserved. Reporting is always done to the 
Group CFO, who also keeps the books.

Egiss Group - Anti-bribery and Corruption Policy
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Duty to report gifts and entertainment

Gifts are considered as gifts to Egiss, not the individual, 
except gifts received at special occasions like jubilees 
etc.

Gifts and entertainment with a value more than 100€ 
received from a supplier or business partner must 
always be disclosed to the Compliance Officer, who 
also shall be involved should you be in doubt whether 
to receive it or not.

Sales incentives and “kick-backs” - marketing 
contributions, “street money” and bonuses

It is customary to support sales by various initiatives 
where a manufacturer or distributor rewards or 
promises a bonus when certain criteria are met.

Bonus-agreements or the like are as a starting point 
legal - but may be considered a bribe (“kickback”) if the 
agreement is meant to disqualify a competitor or meant 
to manipulate specs or conditions in your favour. 

Bonus agreements should always be offered or 
accepted in the open and only after written consent 
from the Group CFO. 

Conflict of interest

A conflict of interest may arise for any employee. It 
is important to protect both Egiss and all employees 
against the appearance or suspicion that any 
action has been influenced by irrelevant personal 
considerations. 

A conflict of interest always disqualifies the employee 
from acting on behalf of Egiss. If an employee is in 
such a situation – whether actual or apparent – it 
should be reported to the nearest superior, who is 
responsible for handling the matter without involving 
the person who has a conflict of interest. 
		
The list of potential conflict of interests includes, but is 
not limited to, issues such as:  

•	 Contracts with a company controlled by the 
employee.

•	 Decisions that will affect the employee’s financial 
circumstances or those of a close relative, e.g. 
regarding business with a company, in which the 
employee has a financial stake.

•	 Decisions that will otherwise affect the interests of 
an employee’s close relatives.

•	 Loans or other benefits to the employee.

•	 Employment of the employee’s close relatives.
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In general, a close relative of an employee should not 
have any business dealings with that employee, with 
anyone working in the employee’s department, or with 
anyone who reports to the employee. Exceptions to this 
must be approved by the CHRO.

Facilitation payments are prohibited

In some countries Facilitation Payments may be 
permissible according to local law and tradition. 
However, such payments are not allowed according to 
this policy.

Potential risk scenarios – “red flags”

The following is a list of possible red flags that may arise 
during your employment at Egiss and which may raise 
concerns under various anti-bribery and anti-corruption 
laws. The list is not intended to be exhaustive and is for 
illustrative purposes only.

If you encounter any of these red flags while working for 
us, you must report them promptly the nearest manager, 
Compliance Officer or Egiss’ Whistleblower System.

•	 You become aware that a third party engages in, or 
has been accused of engaging in, improper business 
practices.

•	 You learn that a third party has a reputation for 
paying bribes, or requiring that bribes are paid 
to them, or has a reputation for having a ”special 
relationship” with foreign government officials.

•	 A third party insists on receiving a commission or fee 
payment before committing to sign up to a contract 
with us or carrying out a government function or 
process for us.

•	 A third-party requests payment in cash and/
or refuses to sign a formal commission or fee 
agreement, or to provide an invoice or receipt for a 
payment made.

•	 A third party requests that payment is made to a 
country or geographic location different from where 
the third party resides or conducts business.

•	 A third party requests an unexpected additional fee 
or commission to ”facilitate” a service. 

•	 A third party demands lavish entertainment or 
gifts before commencing or continuing contractual 
negotiations or provision of services.

•	 A third party requests that a payment is made to 
”overlook” potential legal violations.

•	 A third party requests that you provide employment 
or some other advantage to a friend or relative.

•	 You receive an invoice from a third party that 
appears to be non-standard or customized.
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•	 A third party insists on the use of side letters or 
refuses to put terms agreed in writing.

•	 You notice that we have been invoiced for a 
commission or fee payment that appears large given 
the service stated to have been provided.

•	 A third party requests or requires the use of an agent, 
intermediary, consultant, distributor or supplier that 
is not typically used by or known to us.

•	 You are offered an unusually generous gift or offered 
lavish hospitality by a third party.

Trainings

All new hires will get the policy as an attachment to their employment contract and are asked to sign it. As part of the 
onboarding process all new employees will participate at a training focusing on the practical implications of the policy.

All employees regardless of seniority are invited for a mandatory yearly training and quiz. A minimum of 90% of the 
answers are to be correct, and if below 90% follow-up sessions will be scheduled. The training will scheduled in Q4. 

Do not hesitate to contact your nearest manager, the CHRO or use Egiss’ Whistleblower system in these or similar 
situations.
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This policy, and any amendments to it, must be adopted by the Board of Directors of Egiss Group.

____________________________________________________
Approved and adopted by the Board of Directors,

René von Staffeldt Beck, Chaiman of the Board





Anti-money Laun-
dering and Export 
Control Policy
2025
Policy owner: René von Staffeldt Beck
Format: External
Communication form: Egiss.net
Policy review: Bi-annually

For the purposes of this policy, ’Egiss’ and ’Egiss Group’ refers to Egiss A/S and its global affiliates.



Content

Guidelines and measures to prevent money 
laundering
Measures to prevent money laundering
Definitions 
Our Policy

1 
1 
1

Content Egiss Group - Anti Money Laundering and Export Control Policy

Enhanced due diligence - for new accounts 
Know Your Customer (KYC)
Minimum identification requirements
Customer cash payments

2
2
2

Guidelines concerning export control
Agreements with other contracting parties 
Screening of external parties
Special risk areas in relevant divisions

Approval by the Board of Directors
Policy for adoption and amendments

3
3
3

4



Guidelines and 
measures to prevent 
money laundering

This policy defines the guidelines and measures of 
Egiss related to Money Laundering and Export Control.

Measures to prevent money laundering

The purpose is to prohibit and actively prevent money 
laundering and any activity that facilitates money 
laundering or the funding of terrorist or criminal activiti-
es by complying with all applicable requirements 
under the Anti-Money Laundering Laws, including Da-
nish and EU sanctions regulations and the U.S 
Department of Treasure Office of Foreign Assets Con-
trol sanctions regulations.

Definitions

Money laundering is generally defined as engaging in 
actions designed to conceal or hide the true origin of 
criminally derived proceeds, so that revenue is appa-
rently derived from legitimate origin or constitute legal 
assets.

Our Policy

It is the policy of Egiss to prohibit and prevent money 
laundering and any activity that facilitates money 
laundering or the funding of terrorist or criminal activiti-
es by complying with all applicable requirements 
under the Anti-Money laundering Act (AML) and its 
implementing regulations.
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Enhanced Due 
Diligence - for new 
accounts

Know Your Customer (KYC)

We properly identify new customers when their account 
is opened. Accordingly, the minimum 
identification requirements for opening a new account 
are listed below. If a customer refuses or is unable 
to provide the requested information, the account will 
not be created in our financial system and will 
therefore not be able to buy our products.

Minimum identification requirements 

A minimum of four data items is required for all new 
accounts. These are: 

•	 Name and complete invoicing address (Street 
name and number, postcode)

•	 Complete delivery address if different from invoi-
cing address

•	 Telephone number, contact person, email
•	 Tax Identification Number (VAT)
•	 Ultimate beneficial owner which is defined as the 

person(s) or company having the controlling
•	 interest (which is defined as more than 20% of the 

capital or the votes)

Customer cash payments 

Egiss does not accept cash payments.
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Guidelines concerning 
export control

We do not sell goods to customers if we suspect that 
the customer intends to distribute the goods to 
countries subject to export control.

When in doubt, we consult the Danish Business Autho-
rity (or a similar national authority) to make sure that 
our products may not be used as weapons or parts of 
weapons (dual use).

All transactions to high-risk countries and to entities 
unknown to us must be cleared with our Bank in order 
to secure compliance with current regulations.

Agreements with other contracting parties 

The agreements entered into with our business part-
ners (new agreements or upon revision of long-term 
agreements) must include provisions on:

•	 Actions or omissions contrary to the standards 
stated in this program constituting material breach 
of the agreement.

•	 The business partner being obliged to inform Egiss 
of incidents which may potentially constitute viola-
tion of the standards.

In the event of material breach, Egiss will terminate the 
business relationship with the relevant business 
partner.

Screening of external parties

The CFO/Compliance Officer must, on an annual basis, 
make a risk assessment of our business partners 
in order to assess whether these guidelines must be 
imposed in particular on one or more undertakings or 
whether such undertakings must be subjected to an 
inspection to the extent allowed by the agreements 
entered into.

Special risk areas in relevant divisions 

The CFO/Compliance Officer will on an annual basis – 
or upon changes to current circumstances make a 
risk assessment of the trade with suppliers/distributors 
in specific countries or areas.

The most recent risk assessment will be shared with 
relevant key employees at Egiss
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This policy, and any amendments to it, must be adopted by the Board of Directors of Egiss Group.

____________________________________________________
Approved and adopted by the Board of Directors,

René von Staffeldt Beck, Chaiman of the Board
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Introduction Our promise

Egiss carries on business respecting the applicable 
laws and regulations of the countries in which we 
operate.

We wish to contribute to and promote good business 
practices, ethical responsibility, a healthy environment, 
and respect for human and labour rights.

7 questions to our employees

We seek to ensure that Egiss, our employees, suppliers, 
and all business partners comply and operate in 
accordance with the requirements in this Compliance 
Programme and all relevant national and international 
laws.

Should there still be any doubt, we encourage you to 
ask yourself the following questions:

•	 Is it legal?
•	 Is it in compliance with the programme?
•	 Is it ethical?
•	 Do I lead by example?
•	 Will it reflect positively on Egiss?
•	 Would I be comfortable to read about it in the 

news?
•	 Would my relatives and close friends approve of it?

If the answer is “no” to any of the above, avoid doing it 
– and if still in doubt, ask for help and guidance.
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Introduction Object of the programme

This compliance programme has several objects:

•	 The programme must urge and encourage our 
employees to act upon suspicion of unlawful acts 
or conduct which is inconsistent with our values.

•	 The programme describes methods for 
investigating any suspicion of unlawful acts or bad 
conduct.

•	 The programme introduces methods to prevent 
misconduct by our employees.

•	 The programme will minimise the risk of any 
employees violating the law, or any standards 
rightly imposed on us by society.

•	 The programme imposes a duty on our closest, 
external business partners to comply with 
rules and standards and enable us to terminate 
contracts concluded with external parties whose 
conduct does not comply with standards.

Decent and honest conduct

Employees in Egiss must act in a decent and honest 
manner. This translates into treating customers with 
integrity, such as follows:

•	 We do our utmost to protect confidential 
information. We never disclose any trade secrets 
or other matters which may potentially harm a 
customer.

•	 We document all the services received or delivered.

•	 All services and payment must be posted correctly.

•	 No employee may provide incorrect documentation 
to be used for invoicing.

•	 If any third parties have delivered the services, 
we will check whether the services were properly 
delivered.

•	 We do not participate in money laundering 
activities and contribute to transactions that are 
not transparent.

•	 No amendments may be made to any final 
documents without this explicitly showing.

If you are in doubt about the accuracy of any actions, 
please seek advice from Egiss’ Compliance Officer or 
consult with your immediate superior.
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Policies & guidelines 
for executives, 
managers and 
employees

Anti-bribery and Corruption Policy

We do not engage in bribery, and we do not accept any 
bribes from customers.

No executives or managers may exploit their positions 
to demand unfair or unlawful conduct on the part of 
their subordinates – not even if such conduct will 
result in earnings for the company.

We never offer bribes – not even small amounts 
and not even if this may be to the advantage of the 
company or settle a dispute.

We do our utmost to avoid conflicts of interests, and 
we make our business partners aware of any risks if 
relevant.

The Anti-bribery and Corruption Policy is available 
at Egiss Guide (internal) and www.egiss.net.

Discrimination – Employees’ rights

Egiss supports and recognises human and labour 
rights, and we actively seek to work against 
discrimination, different treatment, and harassment be 
it based on gender, race, ethnicity, nationality, disability, 

political belief, or religion. We will not tolerate any 
form of physical, mental, sexual, or verbal abuse or 
intimidation.

Egiss complies with current national and international 
laws and agreed terms for employee working hours 
and environment. Remuneration should always meet or 
exceed statutory or agreed national industry minimum 
wages.

All Egiss employees must receive a contract confirming 
their employment. All employees have the right to join 
a union.

Egiss ensures a healthy and safe working environment 
for all employees. We believe in open and constructive 
dialogues between employer and employees, and we 
strongly encourage all employees to speak up and be 
part of the continuous development of a strong and 
positive psychical and mental working environment.

Egiss will actively work against child labour, human 
trafficking, and conditions resembling forced labour.

Applicable guidelines on Employee Rights & Obligations are available 
at Egiss Guide (internal).
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Policies & guidelines 
for executives, 
managers and 
employees

Measures to prevent money laundering

Egiss does not accept cash payments.

We do not accept payment by way of unusual means of 
payment, such as bitcoins, jewellery or precious metal.

We do not accept pro forma invoices that does not 
reflect the actual transaction.

Special rules to prevent money laundering may apply 
in the countries in which we operate. You must 
contact Egiss’ Group CFO if you become involved in 
a transaction which is not transparent or which may 
constitute an attempt of money laundering.

Export Control

We comply with all applicable rules on export control.

We do not sell goods to customers if we suspect 
that the customer intends to distribute the goods to 
countries subject to export control.

When in doubt, we consult the Danish Business 
Authority (or a similar national authority) to make sure 
that our products may not be used as weapons or 
parts of weapons (dual use).

All transactions to high-risk countries and to entities 
unknown to us must be cleared with our bank in order 
to secure compliance with current regulations.

The rules applying to export control are frequently 
amended, and they may vary from country to country.

The current Danish rules are available on the 
website of the Danish Business Authority at www.
erhvervsstyrelsen.dk or via the guide at www.
eksportkontrol.dk.

The Anti-money Laundering and Export Control Policy is available 
at Egiss Guide (internal) and on www.egiss.net.
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Policies & guidelines 
for executives, 
managers and 
employees

Whistleblower Policy

Operating in many countries and across many borders 
it is imperative to Egiss that we safeguard our integrity 
as a law-abiding company with high ethical standards. 
A whistleblower system is used to report incidents that 
we would not know of otherwise. It can be suspicion or 
knowledge of any illegal, unethical, or irregular conduct, 
and whistleblowers may report both on matters that 
have occurred or matters that will take place in Egiss.

We encourage all Egiss employees to use the 
whistleblower system if they suspect or have 
knowledge of any misconduct, irregularities or criminal 
behavior, and you can choose to raise a concern 
anonymously , or provide your name and contact 
details in confidentiality.

Each specific concern will be screened and handled 
by the Egiss’ Whistleblower panel. The panel consists 
of a group of people who can relate objectively and 
factually to reports, and they determinate an eventual 
further process.

Personal data obtained when reporting a concern using 

the whistleblower system is handled according to 
Danish and EU-legislation. The whistleblower system is 
based on a 3rd party platform and all legal procedures 
and formalities regarding the system are protected 
according to the highest standards. Egiss   is the 
data controller of the personal data processed in the 
whistleblower system, and all personal data collected 
through the system will be treated as confidential to 
the maximum extent possible.

All data is handled securely and in accordance with 
the European and Danish Data protection legislation 
(GDPR). 

The Whistleblower Policy is available at Egiss Guide (internal) and on 
egiss.net.

On www.egiss.net you can find the link to the Whistleblower System 
if you want to raise a concern
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Policies & guidelines 
concerning customers, 
suppliers and 
business partners

Demands on contracting parties

Our customers, suppliers, and business partners must 
meet the standards laid down in this programme. The 
programme must be included as an appendix when 
extending existing agreements or when entering into 
future agreements. 

We expect our customers, suppliers, and business 
partners to adhere to the UN Principles regarding 
Human and Labour Rights.

Customers, suppliers, and business partners must 
guarantee that they do not engage in child or forced 
labour as part of their production, and that production 
is otherwise in accordance with legislation in the 
country in which the supplier is domiciled and with 
ILO’s conventions no. 182 and no. 138 on child labour. 
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Policies & guidelines 
concerning customers, 
suppliers and 
business partners

Egiss is committed towards sourcing from vendors 
and suppliers using only conflict-free minerals, and 
to the extent possible only source from smelters that 
have been audited and verified by RMAP or equivalent 
programs. Suppliers are to guarantee that they only use 
conflict-free minerals and comply with all international 
and national environmental laws and material content 
restrictions related to conflict minerals.

The Conflict Minerals Policy is available on www.egiss.net

Finally, we expect our Suppliers and business partners 
to adhere to the EU Directive “Waste Electrical and 
Electronic Equipment” (2012/19/EU or later). Egiss 
does not manufacture any electrical equipment, and 
as such Egiss does not produce waste electrical 
and electronic equipment. Even so Egiss supports 
all legislation regarding sustainable production, 
consumption, and disposal of waste electrical and 
electronic equipment to promote resource efficiency 
and the re-use/recycling of the rare minerals used in 
the manufacture of IT-hardware.

The Waste Electrical and Electronic Equipment (WEEE) Policy is 
available on www.egiss.net

Agreements with contracting parties

The agreements entered with our suppliers and 
business partners (new agreements or upon revision of 
long-term agreements) must include provisions on:

•	 Egiss being entitled to inspect the supplier’s/
business partner’s company/business premises.

•	 Actions or omissions contrary to the standards 
stated in this programme constituting material 
breach of the agreement.

•	 The supplier/business partner being obliged to 
inform Egiss of incidents which may potentially 
constitute violation of the standards.

In the event of material breach, Egiss will terminate 
the business relationship with the relevant business 
partner. 
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Policies & guidelines 
concerning customers, 
suppliers and 
business partners

Screening of external parties

The Executive Management Group must, on an annual 
basis, initiate risk assessments of our customers, 
suppliers and business partners in order to determine 
whether these guidelines must be imposed in 
particular on one or more undertakings or whether 
such undertakings must be subjected to an inspection 
to the extent allowed by the agreements entered into.

Special risk areas in relevant divisions

The Executive Management Group will on an annual 
basis – or upon changes to current circumstances – 
initiate risk assessments of the trade with customers, 
suppliers/distributors in specific countries or areas.

Whistleblower Policy

Egiss also encourages customers, suppliers and 
business partners to use our whistleblower system to 
report incidents that we would not know of otherwise. 
It can be suspicion or knowledge of any illegal, 
unethical, or irregular conduct, and whistleblowers may 
report both on matters that have occurred or matters 
that will take place in Egiss.

The concerns and reports can be made anonymously, 
or you can provide your name and contact details in 
confidentiality.

You can read about the Whistleblower Policy at www.egiss.net 
where you can also find the link to the whistleblower system. 

All data is handled securely and in accordance with 
the European and Danish Data protection legislation 
(GDPR). 
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Implementing 
and maintaining 
the compliance 
programme

Responsibility for implementing and maintaining this 
programme

Egiss’ Group CFO is responsible for implementing and 
maintaining the programme.

The Group CFO may delegate responsibility for the 
day-to-day follow-up actions and maintenance to an 
appointed Compliance Officer.

Compliance Officer

A special Compliance Officer may be appointed who is 
responsible for communicating this programme to new 
employees, for any follow-up actions as to compliance 
with the programme and for revising the programme 
and the underlying policies.

All employees, irrespective of function, may contact 
the Group CFO/Compliance Officer directly on issues 
described in this programme.

Currently the Group CHRO is the appointed Compliance 
Officer.

Executives in the relevant divisions

All executives and managers are responsible for 
disseminating the policies, guidelines and values 
of this programme. They are also responsible for 
communicating the rules (and any amendments) which 
are particularly relevant for their employees directly to 
such employees.

The executives/managers are obliged to inform the 
Group CFO/Compliance Officer if they receive reports 
or otherwise suspect actions violating the programme.
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Implementing 
and maintaining 
the compliance 
programme

Employees’ duties

As an employee of Egiss, you are under an obligation 
to read and understand the guidelines relevant for your 
area of practice.

You are under an obligation to notify the company if 
you receive information showing that one or more of 
your colleagues act against the guidelines laid down. 
You can either do this using the Whistleblower system 
or by contacting the Group CFO/Compliance Officer or 
your immediate superior.

Examples of violations which you must report:

•	 Acceptance or offering of bribery

•	 Abuse of public funds

•	 Discriminatory behaviour by management or 
colleagues

•	 Provision of defective services, attempts being 
made to hide the defects

•	 Incorrect reporting on time spent or costs of goods 
sold

•	 Other ”disloyalty” towards customers or business 
partners

•	 Requests by superior for unfair conduct – even if 
such request was refused

Our reporting policy

Every individual is responsible for performing his or her 
job in an honest manner.
Everybody has a duty to seek advice from his or her 
immediate superior if there is any doubt as to correct 
conduct
.
All employees who do not comply with the rules of the 
policy or fail to report any misconduct may anticipate 
being subject to disciplinary sanctions.

Any employees reporting incidents in good faith will 
enjoy protection and this applies to those who act as 
requested by Egiss.

All reports submitted in good faith will be taken 
seriously and investigated. The Group CFO/Compliance 
Officer and the appointed Whistleblower panel must 
observe secrecy towards anyone else but the top 
management. Requests for anonymity will be complied 
with to the extent permitted by law.

The Whistleblower Policy is available as addendum to the 
Employee Handbook. On www.egiss.net you can find the link to the 
Whistleblower System if you want to raise a concern.
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Implementing 
and maintaining 
the compliance 
programme

Procedures for introducing or making amendments to 
this programme

This programme will be communicated at relevant 
staff meetings and at hiring and introduction of new 
employees. 

The programme will be available via Egiss Guide and 
on www.egiss.net,  and any updated versions will be 
sent electronically to all employees.

A special course in the policy content will be offered to 
employees performing key functions. This course will 
be held regularly. The employees attending the course 
are selected on the basis of a risk assessment.

The policies and guidelines that have an impact on 
suppliers, distributors and agents must be reviewed 
together with the relevant parties when entering into or 
extending relevant agreements.

Follow-up action, revision and inspections

Through revision, scheduled follow-up and regular 
inspections, we will review whether the policies, 
guidelines and standards of this programme have 
the desired effect. We will also make sure that the 
programme and related policies and procedures are 
compliant with existing laws and regulations.
It is the responsibility of Group Management to assess 
whether the programme has the desired effect and to 
report to the board of directors in such a way as the 
board of directors determines on the outcome of such 
assessment.

The entering into new contracts or the establishment 
of new business procedures is subject to a risk 
assessment, and any guidelines must be revised 
accordingly.

New risk assessments must be carried out whenever 
incidents are reported.

Campaigns must be initiated regularly and at least 
every second year to enhance the awareness of the 
programme and encourage employees to submit their 
reports, if required.
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Implementing 
and maintaining 
the compliance 
programme

Procedures upon suspected non-compliance with 
programme

If knowledge of suspected or proven non-compliance 
is reported through the Whistleblower system, the 
appointed Whistleblower panel will assess whether or 
not the concern raised falls within the law regulating 
the non-compliant act. For the description of the 
process please refer to the Whistleblower Policy.

If suspicion or knowledge of non-compliance is 
reported directly to the Group CFO/Compliance Office a 
notification will be made to Group Management and/or 
to an external auditor, if required.

The Group Management will, within 48 hours of receipt 
of notification, set up an investigation team to follow 
up on the notification. Depending on the case in hand, 
Group Management must also resolve on its practical 
approach, including:

•	 Interviews etc., their form and content

•	 The assistance of an external consultant

•	 The protection of whistle-blowers

•	 Showing respect for and providing protection of 
the ”suspect”

•	 Preventive measures: Stopping the unfair or 
undesired activity 

•	 Completing the investigation

•	 Reporting

The Group Management must notify the Board of 
Directors of any material incidents or reporting 
of incidents which may be of relevance to Egiss’ 
reputation.
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Implementing 
and maintaining 
the compliance 
programme

Follow-up action on incidents

Concerns based on suspicion or knowledge raised 
through the Whistleblower system will be handled 
according to the Whistleblower Policy. If the concern 
has been reported directly to the Group CFO/
Compliance Officer a recommendation must be made 
to Group Management. If needed the report will also 
state if the programme or the standards/guidelines 
must be amended.

The Group CFO/Compliance Officer must, according to 
the circumstances, initiate or perform training of the 
key staff in order to prevent repetition.

Documentation of control measures

The Group CFO/Compliance Officer is responsible 
for documenting our compliance efforts and level by 
storing any relevant documentation, such as:

•	 Reports and statistics based on concerns raised 
through the Whistleblower system;

•	 Written reporting;

•	 Description of measures taken.
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Introduction

Egiss does not source minerals or metals directly. We 
do, however, source products from our suppliers that 
can contain small amounts of minerals and metals that 
fall under international 
regulations on conflict minerals. The present policy on 

conflict minerals shall govern all products being 
handled by Egiss, as any connection between the mate-
rials used in products sold by Egiss and
armed violence or human rights abuses is unaccepta-
ble.

Egiss Group - Conflict Minerals Policy1 Introduction



General Principles The focus is on mineral precursors of the metals 
tantalum, tin, tungsten, and gold (3TG) which have 
been linked to conflict financing and human rights 
abuses in certain regions and specific countries such 
as Democratic Republic of the Congo and adjoining 
countries.

To ensure that the products sold by Egiss are made 
responsibly, we expect our suppliers to adopt indu-
stryleading policies and monitoring practices that are 
broadening vigilance beyond conflict minerals to a 
wider range of minerals and geographies.

More specifically, Egiss expects our suppliers to have: 

Conflict-Free Sourcing: 
Minerals should be sourced exclusively from confli-
ct-free regions, avoiding areas associated with armed 
conflict, corruption, and human rights violations.

Transparency and Traceability: 
Suppliers to Egiss must, to the extent possible, support 
transparent supply chains, enabling the racking of mi-
nerals’ origins and their journey throughout the supply 
chain to ensure accountability.

Restrictions and due diligence: 
We expect suppliers to comply with all environmental 
laws and material content restrictions and encourage 
to exercise due diligence on the source and custody of 
conflict minerals.

By adhering to these principles, and engaging through 
strategic suppliers and vendors, Egiss believes that the 
industry as a united collective can work towards sustai-
nable sourcing of conflict minerals. This initiative also 
supports ethical business practices and the well-being 
of communities in mineral-rich regions.

Egiss is committed towards sourcing from vendors 
and suppliers using only conflict-free minerals, and 
to the extent possible only source from smelters that 
have been audited and verified by RMAP or equivalent 
programs.
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Introduction Egiss handles all kinds of business data and personal 
data, and we do that with profound respect for our 
customers, business partners, users and employees. 

We acknowledge our obligation to think and act care-
fully every time we receive, collect, handle and store 
data to make sure that data is used for a right and law-
ful purpose with respect for the individual, and we work 

actively to address data ethics issues in our business 
processes. 

This policy sets the framework for Egiss’ manage-
ment of data from an ethical perspective describing 
our ethics principles and the overall ways on how we 
administrate data.
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Policy In Egiss we want to be a trusted data partner, and we 
pursue that objective of being an honest, reliable and
accountable full circle IT-hardware and logistics com-
pany.

We handle data with care for data security and privacy 
but also by complying to the Egiss values of being
customer centric, innovative, collaborative and accoun-
table with a smile.

We expect our business partners to do the same.

We deliver reliability, efficiency and security
Egiss provides companies the highest degree of reliabi-
lity when providing their employees and offices around 
the world with IT hardware and tech devices. 

We ensure that Price, Quality and Delivery are as expec-
ted in every Service and Solution provided by Egiss. 

In a similar way Egiss handles the data needed to pro-
vide the services securely and efficiently with respect 
for privacy and in a way that customers, partners and 
employees can trust.
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Principles Data trading
We do not sell or share data with 3rd parties unless we 
have a specific agreement with the data owner to do 
so. Egiss may share generic and necessary data with 
suppliers and/or service providers in connection with 
the general operation of our business.

Egiss may also disclose data to a public authority in 
situations where we are specifically bound to disclose 
the data in accordance with the laws and notification 
obligations to which we are subject.

We receive technical data from third parties. We have 
policies in place to safeguard both business data and 
personal data and prevent the disclosure of information 
that can be attributed to the individual persons.

Transparency
We ensure that our customers, users, business part-
ners and employees know what kind of data we collect, 
how we store them and how we use the data in e.g.
recruitment. We comply with the rights of the individual 
data owner, granted under the General Data Protection 
Regulation (EU GDPR). The specifics on how we handle 
data can be read in our Data Privacy Policy.

Data processing in Egiss
Egiss handles some data as data controller. As data 
controller we mainly process personal data regarding 
our employees and job-applicants.

Rarely Egiss operates as data processor of sensitive 
personal identifiable information. In these exceptions 
Egiss agrees with the data owners to ensure the ne-
eded confidentiality.

We only store data in order to deliver our services to 
our customers and we always consider the type of data 
we need to handle, and for how long we need to store 
the data.
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Principles

Training and awareness
Egiss’ employees must always be aware about data 
ethics, data security and proper handling of personal 
data. Egiss has integrated this policy in our aware-
ness- and training program concerning GDPR and data 
compliance, which all employees must attend.

Monitoring and continued development
Our Data Ethics initiatives are anchored with our ma-
nagement team and supported by our Egiss Academy 
ensuring Egiss’ continued efforts within data ethics and 
data protection.

Egiss has identified a set of ESG metrics on gover-
nance related to data security and data ethics that 
we monitor, and we report on our performance in our 
annual ESG Report.

Egiss will periodically review and revise the principles 
to reflect evolving technologies, the regulatory lands-
cape, stakeholder expectations, and understanding of 
the risks and benefits to individuals and society of data 
use. 
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General Principle

Egiss does not manufacture electrical or electronic 
equipment and therefore does not generate Waste Elec-
trical and Electronic Equipment (WEEE) as a producer.

Nevertheless, Egiss fully supports legislation that 
promotes the sustainable production, consumption, 
and disposal of electrical and electronic equipment. We 
are committed to advancing resource efficiency and the 
responsible re-use and recycling of rare earth minerals 
used in IT hardware manufacturing.

Egiss expects all suppliers involved in the handling of 
electrical and electronic equipment waste to comply 
with the EU WEEE Directive (2012/19/EU or subsequent 
revisions).

Furthermore, Egiss requires that all such suppliers 
take full responsibility for ensuring that any necessary 
registrations, fees, or other obligations under the WEEE 
Directive are fulfilled prior to supplying products to 
Egiss or its customers. This includes compliance with 
related legislation such as Extended Producer Respon-
sibility (EPR), Eco-design requirements, and the REACH 
Regulation.
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Introduction

1  Introduction  Egiss Group - Code of Conduct for Suppliers

Egiss strive to manage our business in a profitable and 
sustainable way by integrating environmental, social, 
and ethical considerations in our business operations 
and throughout our value chain.

Egiss is committed to acting responsibly and complying 
with all applicable laws, rules and regulations, as well 
as recognised international standards and treaties.

We hold our suppliers accountable to the same laws 
and standards for responsible business conduct as 
we hold ourselves. Those standards derive from Egiss’ 
commitment to the UN Global Compact, the UN Guiding 
Principles on Business and Human Rights, OECD 
Guidelines and the ILO core conventions. 

Background and purpose

The Code applies to Egiss’ suppliers. A supplier is 
defined as anyone with whom we cooperate and who 
supplies goods and services to Egiss.

The Egiss Code of Conduct for Suppliers is established 
to ensure that all suppliers working with Egiss are 
informed of Egiss’ expectations and requirements and 
can demonstrate it upon request.

Suppliers shall at all times comply with Egiss’ Code 
of Conduct for Suppliers. Compliance with this 
Code of Conduct for Suppliers is a prerequisite for 
collaboration. 

The Egiss Code of Conduct can be found here.

This obligation includes that the supplier undertakes 
not to do any acts towards Egiss representatives or
towards another person that Egiss or any Egiss 
representative, according to Egiss policies, are not 
allowed to do. Furthermore, the supplier shall not 
initiate any activities to affect Egiss’s employees to 
violate Egiss’s Compliance Policies.



Business ethics Each Party will comply with all applicable sanctions, 
import, re-import, export, and re-export control laws
and regulations. Neither Party will be required to 
undertake any activity pursuant to the Contract that
would violate any Applicable Laws. 

The Egiss Anti-Money Laundering and Export Control 
Policy can be found here.

Anti-corruption and Anti-bribery

Egiss expects that suppliers demonstrate compliance 
with and secure anti-bribery via ISO 37001 or 
corresponding practices. The supplier shall comply 
with all applicable laws and regulations relating to anti-
corruption and anti-bribery.

We expect that our suppliers will not condone any form 
of corruption or bribery or in any way partake in such 
activities.

Supplier will not give, offer or promise to give or 
authorise, directly or indirectly, any financial or other 
advantage to another person in violation of, or that 
would cause any risk for Egiss or its representatives to 
be in violation of our Code of Conduct in general, and 
anti-corruption laws in specific.

The supplier shall not accept or provide any gifts or 
favours to or from government officials or commercial 
parties for or on behalf of Egiss.

The Egiss Anti-bribery and Anti-corruption Policy can be 
found here.

Conflict of interest

Egiss’ Suppliers are further required to avoid and 
prevent any situation in which the personal or financial 
interests of their employees may be found to be in 
conflict with the interests of Egiss.
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Labour and human 
rights

Egiss upholds the principles of the Universal 
Declaration of Human Rights, the ten principles of 
the UN Global Compact, and the International Labour 
Organisation (ILO) ‘s labour and social standards.

We expect our suppliers to adhere to the standards and 
UN Principles regarding Human and Labour Rights, and 
all ILO Conventions and Recommendations.

Egiss’ suppliers are required to respect all applicable 
laws, regulations and international standards related to 
labour practices and protection of human rights.

This includes compliance with child labour laws, anti-
discrimination practices, health and safety standards, 
working conditions, working hours, compensation, right 
to association and freely chosen employment.

Health and safety

Egiss expects that Suppliers uphold health and safety 
standards via ISO 45001 or corresponding practices.

We expect suppliers to provide a safe and healthy 
working environment for employees and others on their 
sites. 

Suppliers must also ensure the management of 

hazards and risks associated with their operations, 
including the provision of adequate protective 
equipment. 

They must ensure continuous training of their 
employees about workplace safety practices and 
support workers’ engagement, including empowering 
workers to raise any unsafe practice or condition 
without fear of reprisal.

Diversity, Equity & Inclusion

Suppliers shall commit to a workplace free from 
discrimination, harassment and abuse. The supplier 
must treat its employees with fairness, dignity and 
respect.

Egiss requires that its suppliers ensure equal 
opportunity and treatment of their employees and 
refrain from discrimination in any form.

Suppliers must not use or permit the use of corporal 
punishment or other forms of mental or physical 
coercion, sexual harassment, or abuse, nor execute 
threats of such treatment. 

Egiss encourages suppliers to promote inclusion and 
diversity among their workforces.
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Labour and human 
rights

Employment conditions

Suppliers shall ensure appropriate remuneration and 
guarantee the national minimum wage under applicable 
legislation.

Suppliers shall adhere to the maximum legal working 
hours in the respective country of employment. 

Suppliers shall recognise employees’ freedom of 
association and neither favour nor discriminate against 
members of workers’ organisations or unions. 

Child or forced labour

Customers, suppliers, and business partners must 
guarantee that they do not engage in child or forced l
abour as part of their production and that production is 

otherwise in accordance with legislation in the country 
in which the supplier is domiciled and with ILO’s 
conventions no. 182 and no. 138 on child labour.

Conflict minerals

Egiss is committed to sourcing from vendors and 
suppliers using only conflict-free minerals and, to 
the extent possible, only sourcing from smelters that 
have been audited and verified by RMAP or equivalent 
programs. Suppliers are to guarantee that they only use 
conflict-free minerals and comply with all international 
and national environmental laws and material content 
restrictions related to conflict minerals.

The Egiss Conflict Mineral Policy can be found here.

4 Labour and human rights  Egiss Group - Code of Conduct for Suppliers



Environmental 
responsibility

Egiss expects its suppliers to ensure adherence 
to environmental responsibility via ISO 14001 or 
corresponding practices.

The supplier must have an environmental policy, 
covering environmental protection and means to 
combat climate change.

Suppliers shall strive to develop and implement 
environmental procedures that include measurement 
and monitoring in order to identify environmental 
risks and impacts and to ensure pollution prevention 
measures are in place.

The supplier must be committed to take action in the 
following areas:

•	 Suppliers are expected to proactively and 
continuously reduce the greenhouse gas (GHG) 
emissions connected to the products, services, and 
activities performed;

•	 They must strive to reduce waste, energy, and 
emissions to air, ground, and water;

•	 The handling, storage, and disposal of hazardous 
materials, such as chemicals and/or waste, must 
be done in an environmentally safe manner;

•	 Suppliers shall contribute to the recycling and 

reuse of materials and products and implement 
environmentally friendly technologies where 
possible;

•	 Suppliers shall have systems in place to prevent 
and mitigate accidental spills and releases to the 
environment;

•	 Suppliers shall have systems in place to prevent 
and mitigate accidental spills and releases to the 
environment. 

WEEE

Egiss expect our suppliers and business partners 
to adhere to the EU Directive “Waste Electrical and 
Electronic Equipment” (2012/19/EU or later). 

Egiss does not manufacture any electrical equipment, 
and as such, Egiss does not produce waste electrical 
and electronic equipment. Even so, Egiss supports 
all legislation regarding sustainable production, 
consumption, and disposal of waste electrical and 
electronic equipment to promote resource efficiency 
and the reuse/recycling of the rare minerals used in the 
manufacture of IT hardware.

The Egiss Policy on Waste Electrical and Electronic 
Equipment can be found here.
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Raising concerns Egiss suppliers who believe that an Egiss employee, or 
anyone acting on behalf of Egiss, is acting unethically, 
improperly, or illegally should report their concerns 
swiftly on egiss.net. 

Whistleblower

In addition, Egiss expects its suppliers to implement 
safe internal reporting channels so that any concerns 

such as legal or ethical issues, can be brought up 
and investigated in a diligent manner while providing 
required whistle-blower protection. 

Suppliers shall also take action to prevent, detect, and 
correct any retaliatory practices. 
 
The Egiss Whistleblower Policy can be found here.
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Introduction Purpose

Operating in many countries and across many borders 
it is imperative to Egiss that we safeguard our integrity 
as a law-abiding company with high ethical standards. 
Egiss’ Whistleblower Policy outlines how to raise con-
cerns about all matters regarding our business conduct 
and organisation in a confidential and secure way using 
our whistleblower system.

The objective of the system is to bring light to matters 
that we would not know of otherwise. It can be suspi-

cion or knowledge of any illegal, unethical, or irregular 
conduct, and whistleblowers may report both on mat-
ters that have occurred or matters that will take place 
in Egiss Group.

A concern can be raised anonymously, or you can deci-
de to provide your name and contact details in 
confidentiality. In the following you can read more 
about the policy including guidelines on how to use the 
whistleblower system and how personal data will be 
protected.
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Policy At Egiss we want to promote trust in all the manners 
our business and organisation is run. This policy is, in 
addition to following Danish and EU-legislation, also 
a way to ensure that concerns about Egiss’ Code of 
Conduct and serious breach of policies can be raised 
in a secure manner and handled without any personal 
consequences for the whistleblower.

How to raise a concern

All Egiss employees, customers, suppliers, and other 
business partners and associates can and are encoura-
ged to use the whistleblower system. At the bottom 
of this policy, you will find a link to the whistleblower 
system. The link is also accessible at www.egiss.net. 
The system will inform and guide the whistleblower on 
how to report a concern and on the principles guiding 
the assessment of the concern. This link also allows 
you to follow up on status, development or add further 
information to your existing report.

Concerns that can be raised

You can only use the whistleblower system to raise 
serious concerns within the scope of the current 
regulation regarding protection of whistleblowers. 
Dissatisfaction with your employment such as salary, 
management style and other contractual terms and 

conditions are not to be reported to the whistleblower 
system. Instead, such matters should be addressed 
through the usual channels for example to your line 
manager or People & Culture.

Examples of matters that are within the scope of the 
system are:

•	 Suspicion or knowledge of any illegal, unethical, 
or irregular conduct, including matters regarding 
bribery and corruption, fraud and crime;

•	 Gross personal data security violation;
•	 Serious environmental damage;
•	 Sexual harassment, or other gross harassment; 
•	 Gross or repeated breaches of law.

These are just examples, so we recommend you raise 
a concern, should you be in doubt. Each concern will 
be assessed to check whether it is within the scope of 
current regulation regarding protection of 
whistleblowers.

Concerns must be raised in good faith. It should not 
be used to deliberately share information you know is 
wrong, and please note that in such a case you will not 
be protected by the whistleblower system.
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How concerns are handled

Each specific concern will be screened and handled by 
the Egiss whistleblower panel. The panel consists of a 
group of people who can relate objectively and factually 
to reports, and they determinate an eventual further 
process. Names of panel members are shown when 
you raise a case on the portal, and you have the option 
of excluding one or more of the panel members should 
you have concerns regarding impartiality.

You will receive a confirmation of the receipt of the 
concern as soon as possible and no later than 7 days 
after having submitted it.

If the case is found to be within the scope of the 
system, it will be further investigated. Firstly, by one 
or more members of the panel. The panel will then 
inform Group Management or members of the Board of 

Directors with suggestions for further actions. Should 
the concern be regarding one or more members of 
either Group Management or the Board of Directors, the 
specific person will not be informed nor be part of the 
group handling the case.

Please note that:

•	 If there is a violation of criminal law, it will be repor-
ted to the proper authorities.

•	 If the case concern serious malpractice by emplo-
yees at Egiss, it may lead to negative employment 
law reactions, including disciplinary sanctions, 
such as warning or dismissal.

As a whistleblower you will receive feedback to the 
extent possible on the status of the concern within 3 
months.

3 Policy  Egiss Group - Whistleblower Policy



Policy Anonymity and protection of the whistleblower

A whistleblower reporting a concern within the scope of 
the whistleblower system is by law protected and will 
not face retaliation of any kind because of the concern 
raised.

The Egiss whistleblower panel works under strict pled-
ge of secrecy. And if you decide to give any 
personal information, they are prohibited to share that 
with anyone unless you explicitly consent to having it 
disclosed. Your identity can, however, in some cases, 
be disclosed to public authorities, such as the police 
or public prosecutor, if deemed necessary to respond 
to reported matters, or for the purpose of ensuring the 
right to defend affected people.

If you decide to raise the concern anonymously, neither 
Egiss nor a third party will process your personal 
information. You must, however, be aware that if you 
provide data that makes you identifiable or use 
Egiss owned IT systems or equipment that will disclo-
se your identity, Egiss will be entitled to process the 
given information even if you have raised the concern 
anonymously.

You have the option to decide to make yourself avai-
lable for any further investigation by setting up a 
secure and anonymous mailbox, that allows Egiss to 
contact you anonymously. We recommend that you set 
up such a mailbox, as in some cases further informati-
on could be needed for the investigation.
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Egiss whistleblower 
system & protection
of personal data

General principles

Personal data obtained when reporting a concern using 
the whistleblower system is handled according to 
Danish and EU-legislation. The whistleblower system 
is based on a 3rd party platform and all legal proce-
dures and formalities regarding the system are prote-
cted according to the highest standards. Egiss is the 
data controller of the personal data processed in the 
whistleblower system, and all personal data collected 
through the system will be treated as confidential to the 
maximum extent possible.

All data is handled securely and in accordance with 
the European and Danish data protection legislation 
(GDPR).

Rights

If the concern raised affects one or several named 
persons, the person(s) in question will generally be 
notified about:

•	 The subject-matter of the concern raised and the 
outcome of the concern raised, including whether 
the concern is rejected as unfounded or made 
subject to further investigation.

•	 The contemplated period when the personal data 

will be kept or alternatively the criteria used to 
determine such period of time.

•	 How the relevant person may exercise his/her right 
of objection and right of correction to receive data 
about and respond to the concern raised.

The notification will be made as quickly as possible and 
no later than 14 days after the above data has
been obtained.

As a data subject (whistleblower, affected person or 
third party mentioned in the report), you have several 
rights, unless the report is assessed not to fall within 
Egiss’ whistleblower system or is exempted from the 
data protection legislation.

As the data subject you have a right to object to the 
processing of data and to request that data be 
corrected, restricted or erased in compliance with the 
data protection legislation. The rights can be 
exercised by contacting Hanne Bak, Group CHRO.
 

Hanne Bak
Mail: hba@egiss.net
Phone: +45 20 852 390
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Egiss whistleblower 
system & protection
of personal data

Storing and erasing personal data

All data is erased immediately if a concern raised is not 
covered by the whistleblower system.

Storage of personal data is not extended beyond what 
is necessary to ensure requirements pursuant to the 
Whistleblower Act, including in particular the whistle-
blower’s and affected persons’ possible need for pre-
servation of evidence as well as Egiss’ duty to follow up 
on reports received, including by linking such reports to 
previously received reports.

A concrete assessment will be made on an ongoing 
basis of how long continued storage of previously 
received reports is necessary. The specific assessment 
will include whether it is likely that persons entitled to 

protection under the Whistleblower Act may need to 
document the report in question. It will also argue in 
favor of continued storage if there is reason to believe 
that the report could be followed by subsequent reports 
on the same matter. Continued storage may also be 
necessary to fulfil a legal obligation under another 
legislation.

If a disciplinary action is taken against a reported 
employee, or if there are other reasons why it is factual 
and necessary to continue storing information, the 
information may be stored on the employee’s personnel 
file. In this case, the information will be deleted no later 
than 5 years after the employee’s resignation, unless 
in the specific case it is still factual and necessary to 
store the information, e.g., because of a pending court 
case.
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system & protection
of personal data

Making avaliable and disclosing personal data

Personal data related to a reported concern will be 
made available to the whistleblower panel. Being the 
data processor the panel is responsible for the initial 
screening of the received concern.

Egiss does not generally disclose personal data collec-
ted through the whistleblower system to third parties. 
However, the following types of disclosure could take 
place on a case-by-case basis:

•	 Disclosure to an external advisor, for example an 
attorney or auditor for the purpose of a detailed 
investigation of the concern raised;

•	 Transfer to relevant authorities, including the police 
and the prosecution service, in contemplation of 
any legal proceedings;

•	 Other disclosure required by law.

Personal data collected and stored in the whistleblower 
system will not be transferred to a third country outside 
the EU/EEA.

Compliant

If involved in a whistleblower case you have the right to 
complain to the Danish Data Protection Agency if 

you are dissatisfied with the way Egiss is handling per-
sonal data. The Danish Data Protection Agency’s 
contact information can be found on their website 
https://www.datatilsynet.dk/english

External whistleblower scheme

If you do not feel comfortable using Egiss’ whistleblow-
er system, or for other reasons would rather use an 
external whistleblower scheme, you have the opportuni-
ty to use the Danish Data Protection Agency’s external 
whistleblower scheme, where it is possible to make 
written and oral reports. You can find more information 
here at the National Whistleblower Scheme: https://
whistleblower.dk/english

Link to whistleblower system

CLICK HERE TO RAISE A CONCERN

7 Egiss whistleblower system & protection of personal data  Egiss Group - Whistleblower Policy



Procedure for adopti-
on and amendments
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This policy, and any amendments to it, must be adopted by the Board of Directors of Egiss Group.

____________________________________________________
Approved and adopted by the Board of Directors,
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Introduction Egiss operates across multiple countries and serves 
customers, suppliers, and partners from a wide range 
of industries. Maintaining trust is fundamental to our 
business, and any form of fraud constitutes a serious 
breach of this trust. Fraud is strictly unacceptable and 
will result in severe consequences.

This policy establishes Egiss’ framework for preventing, 
detecting, and addressing fraudulent activities, rein-
forcing our commitment to integrity, transparency, and 
accountability in all business operations.

This policy applies to all Egiss employees, contractors, 
consultants, business partners, and stakeholders. It 
covers all forms of fraud, including but not limited to:

•	 Financial fraud

•	 Corruption
•	 Misrepresentation
•	 Asset misappropriation

Egiss is dedicated to upholding the highest ethical 
standards in every aspect of its operations. Fraud not 
only undermines trust but also poses a significant risk 
to our reputation, employees, and stakeholders. We 
actively promote a culture of transparency and accoun-
tability to prevent fraudulent activities.

This Anti-fraud Policy is an integral part of Egiss’ Code 
of Conduct and should be read alongside our Anti-bri-
bery and Anti-corruption Policy, and Whistleblower 
Policy. Together, these policies define our ethical expec-
tations and reinforce our commitment to responsible 
business practices.
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Policy Procedure - prevention and detection measures

Below measures are carried out to prevent and detect 
fraud:

•	 Internal controls and financial oversight
•	 Regular audits and risk assessments
•	 Employee training on fraud awareness and ethical 

conduct as part of the anti-bribery/anti-corruption 
awareness training

•	 Confidential reporting mechanisms (Whistleblower 
system)

Definition

Fraud includes any intentional act of deception for per-
sonal or financial gain, and includes but is not limited 
to:

•	 Any dishonest or fraudulent act, including forgery, 
falsification of documents and instruments, misre-
presentation, impersonation and other activities

•	 Misappropriation of funds, securities, supplies or 
other assets

•	 Impropriety in handling or reporting of money or 
financial transactions

•	 Profiteering because of insider knowledge of com-
pany activities

•	 Disclosing confidential and proprietary information 
to outside parties

•	 Disclosing to other persons the security activities 
engaged in or contemplated by the company

•	 Accepting or seeking anything of material value 
from contractors, vendors or persons providing 
services / materials to the Company

•	 Destruction, removal or inappropriate use of re-
cords, furniture, fixtures and equipment and/or

•	 Any similar or related irregularity

Targets and goals

•	 100% employee knowledge with our Code of Con-
duct

•	 100% employee training in Fraud, Anti-bribery and 
Anti-corruption Policy

•	 100% employee knowledge on Whistleblowing 
Polices and routines

•	 100% compliance with Purchase Policy

Monitoring and compliance

Employees and stakeholders are encouraged to report 
suspicious activities via Egiss’ designated whistleblow-
er system. You can choose to make the report anony-
mously and rest assured that will be handled in strict 
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confidence, in accordance with the Danish Whistleblow-
er Act and the EU Whistleblower Directive. 

Accountability and consequences

In case a suspicion of fraud is raised, Egiss will:

•	 Investigate the reported case promptly and fairly;
•	 Cooperate with all relevant authorities;
•	 Decide on the appropriate disciplinary action which 

may include termination, legal proceedings, and 
financial penalties, depending on the severity of the 
fraud.

Responsibilities

Group Management of Egiss is responsible for ensuring 
compliance with this policy and foster a culture of inte-
grity and will make sure that regular risk assessments 
and fraud prevention are reviewed.
The Whistleblower Committee will oversee the inve-
stigation of suspected fraudulent actions and make 
recommendations with regards to disciplinary actions 
and needed changes in procedures.
Employees are expected to report suspected fraud and 
adhere to ethical business practices. Beside raising a 
case within the whistleblower system, employees are 
also encouraged to work with their representatives in 
the Occupational safety and health organisation (OSH) 
and/or the union representative.
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This policy, and any amendments to it, must be adopted by the Board of Directors of Egiss Group.

____________________________________________________
Approved and adopted by the Board of Directors,

René von Staffeldt Beck, Chaiman of the Board




